
 

 

 

 

Information Security Management System 
 Policy Statement 

 
 

 
 

• We at AL GHANDI AUTO shall develop and implement an ISMS within our areas of 
jurisdiction to protect the organisation’s information assets from all threats, whether 
internal or external, deliberate or accidental. 

• It is the Policy of the organisation to ensure that Information should be made available 
with minimal disruption to staff and our customers as required by the business process. 

• The integrity of this information will be maintained. 

• Confidentiality of information related to customers and internal business processes 
shall be assured. 

• Regulatory and legislative requirements related to ISMS shall be met. 

• Business Continuity plans will be produced to counteract interruptions 
to business activities and to protect critical business processes from the 
effects of major failures or disasters.  

• Information security education, awareness and training will be made 
available to staffs. 

• All breaches of information security, actual or suspected, will be reported to, and 
investigated by the relevant authorities.  

• Appropriate access control will be maintained, and information is protected against 
unauthorised access. 

 
 
 
 
 
 
 
 

 

 
 
 

 
           Mark Frank Jenkins 

Chief Executive Officer                                                                    10th February 2018 
 


